This is a screen capture of the “Traveler Profile” page on the National Travel website.  As you can see, part of the information requested is the credit card account type, number and expiration date, as well as the user’s personal information.  What I want to point out is that this is NOT a secure website!  Notice there is no lock icon at the bottom of the webpage, and the transport protocol is simply http, NOT https.  From an IT security standpoint this should be viewed as unacceptable, and my recommendation is to prohibit using this site to register with the travel agency.
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i do ot fiave your ovin email address, please sand an emai request Io femalme (patonaliravel cons, Flease provide an address and &
fax number and a form will be sent to you.|
Physical Restrictions:

Travel Arranger/Assistant:

In Case of Emergency Notif

Telephone:

Airline Ticket Form of Payment:
VISA [

Credit Card Number:
Expiration Date:

Hotel and Car Rental Form of Payment:

VISA [
Credit Card Number:
Expiration Date:

Thereby authorize National Travel, Inc. to charge any transactions requested by me via telephone, facsimile or letter, to my credit card
(s) listed.
yes =
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