University of Washington – Master in Strategic Planning for Critical Infrastructures—Leadership Program for Homeland Security 

The University of Washington’s Department of Urban Design and Planning in the College of Architecture and Urban Planning, in collaboration with the School of Public Health and Community Medicine, offers a fully accredited, fully online Master in  Strategic Planning for Critical Infrastructures—Leadership Program for Homeland Security.  Developed in partnership with the Washington State National Guard, the MSPCI program to ensure that communities, even in the face of widespread disaster maintain their vital functions – critical infrastructures.  This program is designed to train managers in the strategic decision-making required to prevent and counter threats to critical infrastructures and public health.  A blend of strategic planning and systems theory, it follows a distinctive analytic approach that enhances the conventional emergency management approach to hazards.  It includes instruction on methods and processes related to planning and monitoring critical infrastructures, general management and leadership skills, as well as substantive knowledge related to critical infrastructure systems.  

The Master in Strategic Planning for Critical Infrastructure, accredited by the NW Commission on Colleges and Universities, is a 52-credit (16 core courses) distance learning Master’s Program.  An additional 7 credits (2 prerequisite courses) may be required for individuals needing to build specific background knowledge or skills in database management and geographic information systems.  To complete the Master in Strategic Planning for Critical Infrastructures program students will take two courses per quarter, except for the last quarter, when they enroll for the six-credit capstone course.  

Methods and Process Courses:

Strategic Planning and Systems Analysis 

Introduction to Comprehensive Emergency Management 

Constitutional Issues in Homeland Security

Strategic Planning Practicum I (processes, contingency planning, problem 

solving, systems and policy analysis)

Strategic Planning Practicum II (analytic methods, GIS, and risk management)

Strategic Planning Practicum III (continues application of methods and 

substantive knowledge to cases) 

Risk Assessment and Management 

Applied Geo-Spatial Analysis 

Content Courses:

Critical Infrastructure Systems I: Power and Fuel Systems, SCADA, 


Telecommunications, Transportation and Water Supply

Critical Infrastructure Systems II: Cyberterrorism and Communication Systems

Critical Infrastructure Systems IV: Government Services, Banking and Finance 

Critical Infrastructure Systems III: Public Health
Epidemiology of Biological and Chemical Hazards Mitigation I: Principles 

Epidemiology of Biological and Chemical Hazards Mitigation II: Applications 

Capstone Course: Development of a case study, under instructor supervision,
demonstrating mastery of at least one method studied, one critical 
  infrastructure, one hazard, and one factor or issue.  

Entrance Requirements:

1) B.A. or B.S. with a minimum grade point average of 3.0 in the final two years of study 

2) Completion of the Graduate Record Examination (GRE) 

3) Application materials including: a Departmental Application Form (http://depts.washington.edu/mspci/download.html) a resume outlining educational and work experience; a personal statement of purpose, outlining career goals and expectations; transcripts; three letters of recommendation; and  an on-line Graduate School Application https://www.grad.washington.edu/application/) for admission. 

For more information:

Contact: Professor Hilda Blanco, Chair, 

Department of Urban Design and Planning

College of Architecture and Urban Planning

University of Washington

Box 355740

Seattle, WA 98195

Phone: (206) 543-4190
Fax: (206) 685-9597
Email: mspci@u.washington.edu  

Additional Information: http://www.outreach.washington.edu/mspci 
Additional Phone:
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