Session No. 1

Session Title:
 
Introduction to Technology in Emergency Management

Time:


Three Hours

Objectives:


At the conclusion of this session, students should be able to:


1.1
Provide examples of the use of technology in emergency management. 


1.2
Examine the contention that there is no turning away from technology.

1.3
Clarify strategies that can be adopted to make the use of technology easier by emergency management organizations. 

1.4
Explain how systems theory applies to emergency management and the use of technology.



1.5
Provide examples of the types of technology: 

· Networking Technology (local, state, regional, national, and international networks): Emergency Broadcast System, Internet System

· Communications Technology: fiber optics, wireless, and satellite communications for radio, phone, video, and electronic mail

· Direct and Remote Sensing Technology: weather sensors and satellite images

· Modeling: chemical dispersion models (ALOHA & ARCHIE), evacuation models, hydrologic models (SLOSH)

· Information Systems: NEMIS, Computer Aided Management of Emergency Operations—CAMEO, geographic information systems, messaging, communications systems, distance learning

· Information Sources: weather data, chemical references and digital libraries, chemical inventory, accidental release data, population data

1.6
Explain the role of technology infrastructure in emergency management. 


1.7
Explain the impact of technology in emergency management.


1.8
Examine the contention that technology is a “quick fix” to solve problems.

Scope:
This session will provide an introduction and overview of the application of technology in emergency management. The session will clarify how technology is used in the support of emergency planning, response, recovery and mitigation efforts and the key elements that must be in place for technology to enhance the emergency management process. The session will provide a foundation for each of the sessions in the course that follows. 
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Crowley, Christopher M., “WRC and NASA Brew up a Storm,” Washington Post, pp. 16 and 18, January 1996. See: http://wxnet4.nbc4.com.
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Remarks:

1.1
Introduction

The emergence of the intelligent city in the latter part of the 20th Century and the beginning of the 21st Century will dramatically transform emergency management, as it is known today. Computing and telecommunications technologies will combine their resources and utility to enhance all elements of decision making by those involved in emergency management (Stalberg). Mobile wireless networks will serve as the backbone for communications and offer access to a variety of resources currently only available at a very high cost and in limited situations. As a result of a greater interconnectedness of public, private, and non-profit emergency management agencies, traditional organization boundaries and separation of departments will undergo significant change as the intelligent community is created. Resource allocation will become more efficient and the capacity to analyze more complex issues in time of crisis will be more available to decision-makers. 

Note to Instructor: The reading “Application Needs for Computing and Communications,” Chapter 1, “Computing and Communications in the Extreme: Research for Crisis Management and Other Applications” provides background material on why technology may be needed in an emergency (note they use the term crisis but in the same context). The article notes several distinctive characteristics of crises and factors relevant to managing them including magnitude, urgency, infrequency and unpredictability, uncertainty and incompleteness of information and resources, special need for information and access methods, multidimensionality, and location and social context. The report stresses the need for managing the technology including: 1) networking and communication; 2) information management; 3) user-centered systems. 
Class Discussion: Provide examples of current technology in emergency management.

Technology exists throughout the emergency management community, including digital phones, satellite dishes, scanners, fax machines, personal computers, local and wide area network connections including the Internet, digital cameras, geo-positioning systems, geographic information systems, chemical dispersion modeling programs, digital pagers, and portable weather stations. The pace in which the technology is impacting emergency management organizations is increasing, requiring anyone involved in emergencies and disasters to learn fast and keep on learning. 

1.2
No Turning Away from the Technology

Question for Class Discussion: Gates states that “one thing is clear: We don’t have the option of turning away from the future. No one gets to vote on whether technology is going to change our lives… I believe that because progress will come no matter what, we need to make the best of it - not try to forestall it.”

Do members of the class agree that “there is no turning away from the technology”?

Note to Instructor: The book by Bill Gates is intended for a broad audience but provides readers new to technology an easy to read introduction to material useful in understanding how computers are impacting our organizations and those in them. It reads quickly and is not difficult. Students with limited work experience and new to emergency management should find this helpful.

1.3
Strategies to Ease the Implementation of Technology in Emergency Management

Question for the Class: What can be done to make it easier for emergency management organizations to embrace technology?

Human Factors: Technology needs to be easy to use for anyone in the emergency management process. It should not be viewed as an “expert system” only available to a select few. Ongoing training for officials will be critical in the effective use of technology in crisis situations.

Organizational Factors: Public organizations have been facing critical financial limitation. Expenditures for technology must be viewed as cost effective especially in serving the community in non-emergency operations.  

1.4
Technology as a Part of the Emergency Management System

A system is a set of interrelated and interdependent parts arranged in a manner that produces a unified whole. Societies are systems, and so too are machines, animals, and human bodies. Physical systems are the most basic, biological systems are more complex, and social systems are the most complex. A systems approach views a problem from a broad perspective. This perspective shows that a system is a set of interrelated parts that are interdependent. The effect of the interaction of the parts of the system determines the outcome. Response to natural or man-made disasters is complex and requires more than the expertise of one person or organizational unit. Systems theory suggests that a broad view is needed to understand the parts of the emergency management system and how the parts interact. 

When systems theory is applied to a disaster, it provides a model that is helpful in understanding the outcomes and what influences these outcomes. The systems approach is used by emergency managers to provide a basis for understanding landline network communications systems, wireless digital systems, management information systems, direct and remote sensing systems, natural and chemical modeling systems, and management information systems.

Questions for the Class: System Participants 

What agencies are involved in the emergency management system at the local level? What do these organizations contribute to planning, response, recovery, and mitigation of natural and technological disasters?

Local: Public works, public safety including police and fire, medical, schools, planning, codes enforcement, utilities, city and county administrative units, churches, community groups, and the media. 

State: Transportation, social services, labor, education, economic development, public safety, education, state chapters of the American Red Cross and other non-profit organizations.

Federal: FEMA, Transportation, Environmental Protection Agency, military, social service agencies, national offices of the American Red Cross and other non-profit agencies.
How could the developments of technology affect the relationships between organizations in the emergency management system at the federal, state, and local levels?

The technology will affect communication between agencies. The frequency of communication could increase along with the ease of communication. With the greater use of networks, much of our communication can be instantaneous and on demand, thus creating a more interdependent system. 

Explain how technology is included in the emergency management system. 

Alter (1996) presents a model describing how “technology” fits within the management of an organization. 

1.
Technology (technology infrastructure) includes the computer, software programs, telecommunications networks that are used by emergency managers.

2.
Information includes records of data reflecting homes damaged, casualties, or number of residents in an emergency.

3.
Participants include emergency management staff, the public, policy makers, or responders that are involved in the emergency management system.

4.
The emergency management process includes activities such as planning, responding, recovering or mitigating natural and technical disasters.

5.
The products or outputs are homes or business that are rebuilt, property that is protected from disasters, successful communication between the public and emergency responders.

6.
The customers are the public, public officials, or responders. 

Note to Instructor: The book by Steven Alter is an excellent basis for this class. It provides technical information in an easy to read manner. Classes in computer science use the text along with business school classes. This text provides a solid background for class discussion. 

1.5
Technology Infrastructure

Question for the Class: Technology Infrastructure
Using Alter’s model, what is included in the “technology infrastructure” and “information” as it relates to the emergency management system? 

· Technology Infrastructure: The technology infrastructure brings technology and computer networks including programming applications to emergency management. The infrastructure includes the development of computer processing in both personal computers and larger scale “main frame systems” as well as communications networking. The infrastructure provides the technological basis for communications and program applications. Some examples of the technology infrastructure include remote sensing for data collection and geo-positioning devices for pinpointing locations (shelters, incidents, facilities, schools, hospitals, nursing homes, schools), and wire line and wireless networks. The technology infrastructure also involves powerful personal computers, digital telephones, satellite imaging and sensors, water and weather sensors. Networks, both line and wireless, allow data transmission speeds that allow for transfer of gigabyte and terabyte ranges including voice, video and text from mobile and stationary locations. 

· Networking Technology Infrastructure (local, state, regional, national, and international networks): Emergency Broadcast System, Internet System

· Communications Technology Infrastructure: fiber optics, wireless, and satellite communications for radio, phone, video, and electronic mail

· Remote Sensing Technology Infrastructure: weather data, satellite images, and geo-positioning devices
The infrastructure also includes computer program applications and data used in these programs. Technology is also impacting emergency management through program applications which include information management software systems, simulation modeling software, and telecommunication tools. Computer programs will make it easier for managers to communicate with one another, access data, and analyze information. Geo-positioning systems (GPS) and geographic information systems (GIS) will merge current database tables to graphic intelligent maps. Technology for storm prediction and tracking will allow for more effective preparedness activities including sheltering, evacuation, and damage assessment. Programs for automated forecasts, modeling, and digital libraries can be used for training, planning and mitigation activities and are based on databases that in the past were not available to emergency managers.

· Decision Support Systems: modeling chemical Dispersion models, evacuation models, hydrologic models (SLOSH). 

· Information Systems: Computer Aided Management of Emergency Operations—CAMEO, geographic information systems, messaging, communications systems, distance learning

· Information: weather data, chemical references and digital libraries, chemical inventory, accidental release data, and population data.

1.6
Role of Technology in Emergency Management

Technology is thus a tool that is used by emergency managers to assist in making decisions or processing information to support activities to help communities minimize the adverse impact of disasters.

1.7
Impact of Technology

Question for the Class: 

1)
How can we benefit from technical trends and innovations? 

We are creating smaller electronic components with greater capabilities. Greater connectivity and convergence of computing and communications. Greater use of digitized information and multimedia. Better software techniques and interfaces with people. More but limited intelligent devices. Alter (1996, pp. 252 - 268) suggests that technology can affect organizations in the following ways: 

· Eliminating unproductive uses of time

· Eliminating unnecessary paper

· Reusing work using templates as in word processing

· Eliminating unnecessary variations in procedures and systems

· Eliminating counterproductive incentives

· Minimizing the burden of record keeping, data handling, and general office work

· Supporting appropriate work flows

· Permitting work to occur wherever and whenever it should be done

· Automating work processes
2)
Ask members of the class to apply these considerations to developments in communications (pagers and phones) information access (Internet access to resources and information), and decision support (computerized information systems. 

1.8
Looking for the Quick Fix: “Technology Will Solve Our Problems”

Technology can bring to the emergency management community an intelligent assistant for enhancing decision-making. It is not intended to replace individual discretion but to serve as a tool for analysis and decisions. The technology revolution has resulted in more than just innovation, but also adjustments in social interactions. The increase in technology, especially communications, provides more information for decision making; this should be a positive impact if it were not for inaccurate, incomplete or misdirected information. So often “technological developments lead to the notion that there can be a technological fix for whatever the problems are” (Quarantelli, 1997). Unfortunately the users of technology are looking for the quick fix, assuming that what is high technology will address their problem. Some suggest that this is a focus on “gadgetry” rather than a true understanding of the technology including its strengths and limitations. As Michael (1985, p. 34) writes, “information clarifies some issues but it obscures and complicates others… unprecedented amounts of information can be brought to bear on issues of policy and action but the person who must use the information to make the decisions become overloaded and everything gets muddled.” Information overload and an interest by emergency management to use the new fad, suggests that one must remember that the human element in managing disasters must be preserved. 

Question for the Class:
Quarantelli suggests that there can be too much focus on the gadgetry and getting lost in the data. “The existence of better communication facilities does not necessarily lead in itself to a better exchange of knowledge and intelligence, and/or a greater understanding of what is occurring” (1977). Do members of the class agree with Quarantelli and his concern on the use of the technology? Why? 

Case Examples:
“Today in Transition”

Note to the Instructor: It should be recognized that Internet sites change. Throughout this Instructor Guide, Internet sites will be suggested for review by class members and the instructor. Care will be taken to identify sites that will be available in the future. In many cases, students and the instructor will need to examine the site to find specific examples or resources that can be used to understand how technology applies to emergency management. The fact that the sites change illustrates how systems change and do not remain static. Emergency managers face a changing environment every day and must develop a perspective to cope with the ambiguity. Good luck.
During the January 1996 East Coast Winter storm a local Washington TV station provided up to date weather information to the residents in Washington, Virginia, and Maryland. In a collaborative effort with NASA, Channel 4 WRC created WeatherNet4. Television viewers were encouraged to check out the Web site http://wxnet4.nbc4.com for up to date area forecasts, current temperatures, and NASA satellite photos that could be accessed from anywhere by computer. Weather stations located at area schools were linked to Channel 4. The information was shown on the Web site. During the winter storm of 1996, the Web site had over 70,000 hits per day as compared to 5,000 per day prior to the storm. The development of Web-based WeatherNet4 by Washington’s WRC television in the fall of 1995 was a unique effort at the time. 

Question for the Class: How could the access to information provided by Channel 4 WRC in Washington, DC, affect emergency management?

Other examples of the use of the Internet in disasters include:

· The Internet is providing a means for disseminating information about disasters including the Kobe, Japan Earthquake. Photographs, maps, and lists of casualties were made available to friends and relatives through the Internet.

· In the Oklahoma City bombing, FEMA made information available to the public concerning rescue efforts and the investigation that followed. FEMA calculated that over 27,000 users accessed their Web site in just two days following the bombing (Anderson, 1995). In what other ways can the Internet be used by emergency management?

Web based information sources are not only the result of well-financed efforts like FEMA and WRC4 in Washington, D.C. Local governments are using the technology in providing public information concerning local disasters. Ouachita Parish Civil Defense has established a comprehensive locally focused Web site that provides information on emergency plans, risk assessment studies, and specific information on disasters (see: http://www.bayou.com/~civil) Ouachita Parish officials used the Web site to provide federal and state officials damage assessment information including maps and photos (Bit Map images). Local officials posted information and told state and local officials how to access the damage assessments. 

Class Assignment
Ask class members to visit the FEMA Web page: http://www.fema.gov and identify examples of how this national emergency management agency is using technology to enhance the emergency management system. 

· Discuss with the class any computer labs that are available for students, including hours of operation and any procedures that must be followed in using the labs. 

· Identify other Internet access options for the class.

· Have class members identify three (3) examples of technology from the FEMA Home Page. Have them print a copy of each illustration and turn it in to the class instructor. 

· Have class members present their examples of the use of technology at the beginning of the next class. 

· Ask the class members to explain the impact the technology will have on emergency management. 

The FEMA Web site provides several examples of how technology is used in emergency management. 

· Information Access: The site provides access to information on programs and activities of FEMA offices at the national or regional level. It offers information on training and exercises, weather information, and flood insurance information. 

· Communication Links: FEMA has developed a Rapid Response Information System that provides links to response organizations at the national, state, and local level.
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